#### IBM AS2 Questionnaire Document

Please complete and return to IBM

|  |
| --- |
| IBM AS2 Service - Customer Questionnaire |
| The information collected on this electronic questionnaire will be used to determine how to configure your IBM AS2 connection, to best suit your needs. |

|  |  |  |  |
| --- | --- | --- | --- |
| IBM Client Contact Information | | | |
| *Name: robin* | | *Telephone:* | *123456* |
| *Contacts:* | *Telephone:* | *email:* | |
| IBM Community Development |  | emeacom@uk.ibm.com | |

|  |  |  |  |
| --- | --- | --- | --- |
| Trading Partner’s Contact Information | | | |
| *Name:* | | *Telephone:* |  |
| *Contacts:* | *Telephone:* | *email:* | |
|  |  |  | |
| *Infrastructure/Network contacts:* | *Telephone:* | *email:* | |
|  |  |  | |

|  |  |
| --- | --- |
| Ready Date | |
| *Test Environment (CTE) ready date* | *MM/DD/YYYY* |
| *Production Environment ready date* | *MM/DD/YYYY* |

|  |  |  |  |
| --- | --- | --- | --- |
| IBM Configuration – Production / Test | | | |
| Server Details | URL | eu1p02.as2.b2b.ibmcloud.com | |
| Port | 80 / 443 (SSL) | |
| IP Addresses | Incoming and outgoing IP-addresses are different because of HW (cluster solutions).   * AS2 inbound: 159.122.91.151 * AS2 outbound : 159.122.87.84, 159.122.87.85 | | |
| SSL Certificate | Make sure you have the CA Certificates of Symantec in your EDI system. You can import it from <https://knowledge.symantec.com/support/ssl-certificates-support/index?page=content&id=SO26896&pmv=print&actp=PRINT> and from <https://www.symantec.com/theme/roots>  Set 1:  CA Intermediate, CN=Symantec Class 3 Secure Server CA - G4  CA Root, CN= VeriSign Class 3 Public Primary Certification Authority - G5 (Root 3)  ***And/or***  Set 2:  CA Intermediate, CN=Symantec Class 3 Secure Server SHA256 SSL CA  CA Root, CN=VeriSign Universal Root Certification Authority (Root 10) | | |
| AS2 Identifier Production | ABCCORPAS2\_PROD | |  |
| AS2 Identifier Test | http:abccorp.123.prod/88 | |  |
| AS2 Decryption  Certificate | CN= | | ‘Embed here’ |
| AS2 Signing  Certificate | CN= | | ‘Embed here’ |
| User Name | Applicable for plain text only – no AS2 document security | | |
| Password | Applicable for plain text only – no AS2 document security | | |
| *Is SSL Client Authentication Required* | * Yes / No | | |

|  |  |  |
| --- | --- | --- |
| Trading Partner’s Configuration - Production | | |
| *AS2 Identifier ( Mandatory)* |  | |
| *AS2 Server URL (FQDN)*  *IP Address ( Mandatory)* |  | |
| *If SSL is used ( Mandatory if AS2 URL is https)* | Link to CA certificates. | |
| *User Name ( Mandatory)* | Applicable for plain text only – no AS2 document security | |
| *Password ( Mandatory)* | Applicable for plain text only – no AS2 document security | |
| *Encryption Certificate ( Mandatory)* | CN= | ‘Embed here’ |
| *Signature Validation Certificate* | CN= | ‘Embed here’ |
| *Document Security* | * Signed and Encrypted / Plain Text | |
| *Document Type* | * EDI-X12 / EDIFACT / edi-consent / XML | |
| *Document Encryption Algorithm* | DES3 168 | |
| *Document Signing Algorithm* | * SHA256 | |
| *Data Compression* | * Yes / No | |
| *Request Signed Receipt*  *( Mandatory)* | * Yes / No | |
| *MDN Configuration*  *( Mandatory)* | * Receipt Signature Type: NONE / SHA256 / SHA384 / SHA512 * Delivery Mode: Asynchronous / Synchronous | |
| *Alternate MDN*  *Return URL* |  | |

|  |  |  |
| --- | --- | --- |
| Trading Partner’s Configuration - Test | | |
| *AS2 Identifier ( Mandatory)* |  | |
| *AS2 Server URL (FQDN)*  *IP Address ( Mandatory)* |  | |
| *If SSL is used ( Mandatory if AS2 URL is https)* | Link to CA certificates. | |
| *User Name ( Mandatory)* | Applicable for plain text only – no AS2 document security | |
| *Password ( Mandatory)* | Applicable for plain text only – no AS2 document security | |
| *Encryption Certificate ( Mandatory)* | CN= | ‘Embed here’ |
| *Signature Validation Certificate* | CN= | ‘Embed here’ |
| *Document Security* | * Signed and Encrypted / Plain Text | |
| *Document Type* | * EDI-X12 / EDIFACT / edi-consent / XML | |
| *Document Encryption Algorithm* | DES3 168 | |
| *Document Signing Algorithm ( Mandatory)* | * SHA256 | |
| *Data Compression* | * Yes / No | |
| *Request Signed Receipt* | * Yes / No | |
| *MDN Configuration ( Mandatory)* | * Receipt Signature Type: NONE / SHA256 / SHA384 / SHA512 * Delivery Mode: Asynchronous / Synchronous | |
| *Alternate MDN*  *Return URL* |  | |

|  |  |
| --- | --- |
| **General Questions** | |
| *Which AS2 software do you use?* |  |
| *Which version of the AS2 software do you use?* |  |
| *Is your AS2 software Drummond Group certified* | * Yes / No |
| For a back-up route do you currently have a mailbox on a VAN?  *If yes, please name the VAN and the mailbox ID.* |  |